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SECURITY DEVICE WITH BUILT-IN 
INTERCOMMUNICATED FALSE ALARM 

REDUCTION CONTROL 

BACKGROUND OF THE PRESENT 
INVENTION 

1. Field of Invention 
The present invention relates to an alarm system, and 

more particularly to a security device With built-in inter 
communicated false alarm reduction control, Which can 
optimize both the false alarm reduction performance and the 
security protection performance. 

2. Description of Related Arts 
It is reported that less than 5% of the triggered alarms are 

caused by actual illegal events. More than 90% of the 
triggered alarms are false alarms caused by the motion 
sensors and humans mis-operations. False alarms are the 
unsolved troubles to both the alarm companies and the 
police resources. Most alarm oWners have the unpleasant 
experience of being aWaken in mid-night by the alarm 
company due to false alarms. Moreover, unaccountable 
Waste of time and police force have been suffered by most 
of the policemen. Before the policemen arrive at the scene, 
no one knoWs Whether it is a false alarm or an actual alarm. 
Therefore, the local police resource charges the alarm oWner 
a pretty high amount for a false alarm operation fee for each 
false alarm Which causes a lot of complaints from users also. 
It creates a great burden to the limited police force in every 
city. In fact, millions of expenses have been Wasted for the 
police resources in responding to the false alarms, that 
greatly degrades the e?iciency and performance of the 
police. Accordingly, some of the police stations in this 
country consider abandoning such alarm response service. It 
Will only be good neWs to all burglars. Therefore, hoW to 
effectively minimize the possibility of false alarm becomes 
an urgent topic to both the alarm users and the police 
resources. 

As shoWn in FIG. 16, a veri?cation process seems to be 
the only solution today Wherein the alarm system provides 
a veri?cation condition to delay the activation of the control 
plane so as to reduce the false alarm possibility. The veri 
?cation process is performed When one of the motion 
sensors detects a trigger motion Within a respective motion 
detecting area, a motion signal is delayed for a preset time 
period as a single Zone delaying period to send to the control 
panel. Therefore, the control panel is activated to normally 
respond by activating the local Warning system to produce 
Warning signals When the same motion sensor that detected 
the trigger motion detects another motion in the same 
motion detecting area Within the single Zone delaying 
period. In other Words, the motion sensor can only detect the 
trigger motion and sent the signal to the control panel such 
that the motion sensor is a one-Way communication device 
that the motion sensors cannot intercommunicate With each 
other. Statistically, betWeen year 2000 and 2002 When the 
alarm system incorporates With the veri?cation process, the 
total false alarm reports Were signi?cantly reduced to 2% in 
comparison With the alarm system Without the veri?cation 
process. 

HoWever, since each building has its oWn interior struc 
ture, the single Zone delaying period for each motion sensor 
must be preset correspondingly. When the motion sensor has 
a longer single Zone delaying period, the false alarm possi 
bility Will be reduced. HoWever, the security protection of 
the alarm system Will also be reduced. In other Words, When 
the motion sensor has a shorter single Zone delaying period 
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2 
to enhance the security protection of the alarm system, the 
false alarm possibility Will be highly increased. 

In addition, When multiple Zones are involved in the alarm 
system, another motion sensor is preset as a cross Zone 
delaying period. HoWever, the time frame of the cross Zone 
delaying period is an unknoWn to optimiZe both the false 
alarm reduction and the security protection. 
The conventional time Zone setting for the multiple Zone 

alarm system is that the cross Zone delaying period is set as 
same as the single Zone delaying period. HoWever, such time 
Zone setting not only highly increases the false alarm 
possibility but also reduces the security protection perfor 
mance. In other Words, the settings of the single Zone 
delaying period and the cross Zone delaying period are relied 
on the experienced technician. 

SUMMARY OF THE PRESENT INVENTION 

A main object of the present invention is to provide a 
security device With built-in intercommunicated false alarm 
reduction control, Which can optimiZe both the false alarm 
reduction performance and the security protection perfor 
mance. 

Another object of the present invention is to provide a 
security device With built-in intercommunicated false alarm 
reduction control, Wherein a plurality of security detectors 
are intercommunicated With each other such that When one 
of the security detectors detects a suspected event Within a 
detecting area thereof, the rest of the security detectors are 
triggered at a standby mode. 

Another object of the present invention is to provide a 
security device With built-in intercommunicated false alarm 
reduction control, Wherein the time frames of the single Zone 
veri?cation time and the multiple Zone veri?cation time of 
each of the security detectors can be preset through the 
veri?cation control process of the false alarm reduction 
control so as to minimiZe the false alarm possibility Without 
reducing the security protection. 

Another object of the present invention is to provide a 
security device With built-in intercommunicated false alarm 
reduction control, Wherein the veri?cation control process of 
each of the security detectors comprises a single Zone 
veri?cation analysis for analyZing the performance of the 
false alarm reduction and security protection With respect to 
the single Zone veri?cation time and a multiple Zone veri 
?cation analysis for analyZing the performance of the false 
alarm reduction and security protection With respect to the 
multiple Zone veri?cation time. Therefore, the optimum 
veri?cation time of each of the security detectors is deter 
mined by the single Zone veri?cation time from the single 
Zone veri?cation analysis and the multiple Zone veri?cation 
time from the multiple Zone veri?cation analysis. 

Another object of the present invention is to provide a 
security device With built-in intercommunicated false alarm 
reduction control, Wherein the veri?cation control process of 
each of the security detectors can substantially reduce the 
false alarm rate to beloW 0.5% in comparison With the alarm 
system Without the veri?cation control process. 
Another object of the present invention is to provide a 

security device With built-in intercommunicated false alarm 
reduction control, Wherein the veri?cation control process of 
each of the security detectors ?ts for any alarm system 
installed into different structural designs of the building 
since both the single Zone veri?cation analysis and the 
multiple Zone veri?cation analysis must be performed to 
determine the optimum single Zone veri?cation time and the 
optimum multiple Zone veri?cation time. 
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Another object of the present invention is to provide a 
security device With built-in intercommunicated false alarm 
reduction control, Wherein no expensive or complicated 
structure is required to employ in the present invention in 
order to achieve the above mentioned objects. Therefore, the 
present invention successfully provides an economic and 
ef?cient solution for enhancing not only the false alarm 
reduction performance but also the security protection per 
formance. 

Accordingly, in order to accomplish the above objects, the 
present invention provides a security device for connecting 
to a local Warning system comprising a control center and a 
plurality of security detectors Which is electrically connected 
to the control center to intercommunicate With each other, 
Wherein the security detectors are installed at a plurality of 
detecting areas respectively. Each of the security detectors 
comprises an intercommunicated false alarm reduction con 
trol comprising: 

?rst means for verifying a single Zone veri?cation time of 
the respective security detector, Wherein the single Zone 
veri?cation time is a single senor time delay for delaying an 
activation of the local Warning system While the respective 
security detector is triggered; and 

second means for verifying a multiple Zone veri?cation 
time With another security detector corresponding to a 
distance betWeen tWo security detectors at tWo different 
detecting areas, Wherein the multiple Zone veri?cation time 
is a multiple senor time delay for delaying the activation of 
the local Warning system While the tWo security detectors at 
tWo different detecting areas are triggered, Wherein the 
multiple Zone veri?cation time is longer than the single Zone 
veri?cation time. 
When one of the security detectors detects at least tWo 

triggered signals in the respective detecting area Within the 
single Zone veri?cation time, the respective security detector 
activates the control center for activating the local Warning 
system to produce a local Warning signal. 
When tWo security detectors are intercommunicated With 

each other to detect tWo triggered signals in the detecting 
areas respectively Within the multiple Zone veri?cation time, 
at least one of the security detectors activates the control 
center for activating the local Warning system to produce the 
local Warning signal. 

The present invention further comprises a process of a 
veri?cation control for a security device Which comprises a 
control center and a plurality of security detectors installed 
at a plurality of detecting areas respectively and electrically 
connected to the control center, comprising the steps of: 

(a) intercommunicating the security detectors With each 
other; 

(b) verifying a single Zone veri?cation time for each of the 
security detectors, Wherein When one of the security detec 
tors detects at least tWo triggered signals in the respective 
detecting area Within the single Zone veri?cation time, the 
respective security detector activates the control center for 
activating a local Warning system to produce a local Warning 
signal; and 

(c) verifying a multiple Zone veri?cation time With 
another security detector corresponding to a distance 
betWeen the tWo security detectors at different detecting 
areas, Wherein the multiple Zone veri?cation time must be 
longer than the single Zone veri?cation time in such a 
manner that When tWo security detectors are intercommu 
nicated With each other to detect tWo triggered signals in the 
detecting areas respectively Within the multiple Zone veri 
?cation time, at least one of the security detectors activates 
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4 
the control center for activating the local Warning system to 
produce the local Warning signal. 

These and other objectives, features, and advantages of 
the present invention Will become apparent from the fol 
loWing detailed description, the accompanying draWings, 
and the appended claims. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is a block diagram of a security device With built-in 
intercommunicated false alarm reduction control according 
to a preferred embodiment of the present invention. 

FIG. 2 is a How chart of the security device With built-in 
intercommunicated false alarm reduction control according 
to the above preferred embodiment of the present invention. 

FIG. 3 is a block diagram of a process of reducing false 
alarm of the security device With built-in intercommunicated 
false alarm reduction control according to the above pre 
ferred embodiment of the present invention. 

FIG. 4 is a graph of a single Zone veri?cation analysis of 
a digital veri?cation control process for the security device 
With built-in intercommunicated false alarm reduction con 
trol according to the above preferred embodiment of the 
present invention. 

FIG. 5 is a graph of a multiple Zone veri?cation analysis 
of the digital veri?cation control process for the security 
device With built-in intercommunicated false alarm reduc 
tion control according to the above preferred embodiment of 
the present invention. 

FIG. 6 is a graph of the digital veri?cation control process 
for the security device With built-in intercommunicated false 
alarm reduction control according to the above preferred 
embodiment of the present invention, illustrating the com 
bination of the single Zone veri?cation analysis and the 
multiple Zone veri?cation analysis. 

FIG. 7 illustrates an alternative mode of the security 
detector of the security device With built-in intercommuni 
cated false alarm reduction control according to the above 
preferred embodiment of the present invention, illustrating 
the Wireless communication betWeen the security detectors. 

FIG. 8 illustrates a layout of the security detector of the 
security device With built-in intercommunicated false alarm 
reduction control according to the above preferred embodi 
ment of the present invention. 

FIG. 9 illustrates a layout of the security detector of the 
security device With built-in intercommunicated false alarm 
reduction control according to the above preferred embodi 
ment of the present invention, illustrating the Wireless com 
munication betWeen the security detectors. 

FIG. 10 illustrates a layout of the security detector of the 
security device With built-in intercommunicated false alarm 
reduction control according to the above preferred embodi 
ment of the present invention, illustrating the data bus 
intercommunication betWeen the security detectors. 

FIG. 11 illustrates a layout of the security detector of the 
security device With built-in intercommunicated false alarm 
reduction control according to the above preferred embodi 
ment of the present invention, illustrating the poWer line 
intercommunication betWeen the security detectors. 

FIG. 12 illustrates a layout of the security detector of the 
security device With built-in intercommunicated false alarm 
reduction control according to the above preferred embodi 
ment of the present invention, illustrating the IP networking 
intercommunication betWeen the security detectors. 

FIG. 13 illustrates the processing logic of the single Zone 
veri?cation processing of the security detector of the secu 
rity detector of the security device With built-in intercom 
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municated false alarm reduction control according to the 
above preferred embodiment of the present invention. 

FIG. 14 illustrates the processing logic of the multiple 
Zone veri?cation processing of the security detectors of the 
security detector of the security device With built-in inter 
communicated false alarm reduction control according to the 
above preferred embodiment of the present invention. 

FIG. 15 illustrates a lightning block process method of the 
security detector of the security device With built-in inter 
communicated false alarm reduction control according to the 
above preferred embodiment of the present invention. 

FIG. 16 is a layout of the conventional security system. 

DETAILED DESCRIPTION OF THE 
PREFERRED EMBODIMENT 

Referring to FIGS. 1 through 8 of the draWings, a security 
device for connecting to a local Warning system comprising 
a control center and a plurality of security detectors Which 
is electrically connected to the control center to intercom 
municate With each other, Wherein the security detectors are 
installed at a plurality of detecting areas respectively. 

The control center is electrically connected to a dialing 
system for transmitting signals to a central station for 
dispatching to a designated police resource When the dialing 
system is activated, as shoWn in FIG. 1. 
Each of the security detectors comprises an intercommu 

nicated false alarm reduction control comprising ?rst means 
for verifying a single Zone veri?cation time of the respective 
security detector and second means for verifying a multiple 
Zone veri?cation time With another security detector corre 
sponding to a distance betWeen tWo security detectors at tWo 
different detecting areas. Accordingly, the ?rst and second 
means are embodied as timer devices built-in With the 
security detectors, to delay the activation of the local Wam 
ing system When one of the security detectors ?rstly detects 
the triggered signal. 

According to the preferred embodiment, the single Zone 
veri?cation time is a single senor time delay for delaying an 
activation of the local Warning system While the respective 
security detector is triggered. The multiple Zone veri?cation 
time is a multiple senor time delay for delaying the activa 
tion of the local Warning system While the tWo security 
detectors at tWo different detecting areas are triggered, 
Wherein the multiple Zone veri?cation time is longer than the 
single Zone veri?cation time. 
When one of the security detectors detects at least tWo 

triggered signals in the respective detecting area Within the 
single Zone veri?cation time, the respective security detector 
activates the control center for activating the local Warning 
system to produce a local Warning signal. 
When tWo security detectors are intercommunicated With 

each other to detect tWo triggered signals in the detecting 
areas respectively Within the multiple Zone veri?cation time, 
at least one of the security detectors activates the control 
center for activating the local Warning system to produce the 
local Warning signal. 

The intercommunicated false alarm reduction control is 
mainly to con?gure a time frame for the security detectors 
of the security device to optimiZe both the false alarm 
reduction performance and the security protection perfor 
mance, Wherein a process of the intercommunicated false 
alarm reduction control comprises the folloWing steps. 

(1) Intercommunicate the security detectors With each 
other. 

(2) Verify the single Zone veri?cation time for each of the 
security detectors, Wherein When one of the security detec 
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6 
tors detects at least tWo triggered signals in the respective 
detecting area Within the single Zone veri?cation time, the 
respective security detector activates the control center for 
activating a local Warning system to produce a local Warning 
signal. 

(3) Verify the multiple Zone veri?cation time With another 
security detector corresponding to the distance betWeen the 
tWo security detectors at different detecting areas, Wherein 
the multiple Zone veri?cation time must be longer than the 
single Zone veri?cation time in such a manner that When tWo 
security detectors are intercommunicated With each other to 
detect tWo triggered signals in the detecting areas respec 
tively Within the multiple Zone veri?cation time, at least one 
of the security detectors activates the control center for 
activating the local Warning system to produce the local 
Warning signal. 

Accordingly, the single Zone veri?cation time and the 
multiple Zone veri?cation time are preset in the respective 
security detector to con?gure the time frame of each of the 
security detectors. 
As shoWn in FIG. 3, the process for reducing false of the 

security device, Which is activated by the alarm user by 
keying in the security code into an activating and de 
activating keypad, comprises the steps as folloWs. 

A. Activate the local Warning system to produce a local 
Warning signal for a designated period of time, normally tWo 
to ?ve minutes, When any one of the security detectors 
detects a triggered signal Within the respective detecting area 
during a standby condition of the security device. 

B. Delay to activate the control center as Well as the 
dialing system for a ?rst preset time period as the single Zone 
veri?cation time and at least a second preset time period as 
the multiple Zone veri?cation time Which is longer than the 
single Zone veri?cation time, Wherein the security detector 
is in a veri?cation condition during the single Zone and 
multiple Zone veri?cation times. 

C. Activate the control center to normally respond by 
activating the local Warning system to produce Warning 
signals and the dialing system to transmit digital signals to 
the central station When the same security detector that 
detected the triggered signal detects another signal in the 
same detecting area Within the single Zone veri?cation time 
during the veri?cation. 

D. Activate the control center to normally respond by 
activating the local Warning system to produce Warning 
signals and the phone dialing system to transmit digital 
signals to the central station When another security detector 
detects another signal in another detecting area Within the 
multiple Zone veri?cation time during the veri?cation con 
dition. 

E. Reset the security detector to the original standby 
condition When there is no other signal is detected by any 
security detector during the veri?cation condition, Wherein 
the standby security detector is ready to enter the veri?cation 
condition again When there is signal detected by any of the 
security detectors again. 

Accordingly, the security detectors of the security device 
can be the motion sensors Wherein each of the motion 
sensors is installed to provide a motion detecting area in 
such a manner that When one of the motion sensors detects 
a triggered motion as the signal, the respective motion 
sensor is activated in the veri?cation condition. It is Worth 
to mention that other kind of security detector can be used 
in the security device, such as a door/WindoW sensor. In 
addition, different types of sensors can be used in the 
security device. For example, the door sensor is installed at 
the door entrance for detecting the signal of the door in an 










